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Abstract of the contribution: This paper considers SMF selection at PDU session establishment. Work on potential SMF selection of another SMF due to UE mobility is addressed by other documents
Discussion

We had the following problem scenarios about SMF re-selection; 
[Problem Scenarios for SMF re-selection]

1. Fallback from LBO (the selected vSMF detects not to understand information in the UE request) 
2. The selected SMF cannot support the PDU type. 

[Alternative proposed at SA2#120]
· AMF-based solution (AMF re-selects SMF)
·  LGE (S2-172116) Samsung (S2-171914)

· SMF-based solution (The selected SMF re-select another SMF)
·  ZTE (S2-172204), Nokia (S2-171787)

[Summary of offline discussion at SA2#120] (S2-172605)
The contribution (from LGE) proposed to include multiple solutions but it was postponed.
AMF-based solution is highlighted by yellow and SMF-based solution is highlighted by green.

1. For roaming fallback case: Redirect via the AMF
2. For SM parameter related case: AMF  SMF1  SMF2 where SMF1 is no more in the path once it has forwarded to SMF2 and AMF stores the association with SMF2
Via offline discussion, the text improvement based on S2-172605 was made.

Proposal
It is proposed to add the following changes to TS 23.501.

* * * * Start of 1st Change * * * * 
6.3 Network function discovery and selection
6.3.2
SMF selection function

The SMF selection function is used to allocate an SMF that shall manage the PDU Session. It is initially supported by the AMF but in some cases the initially selected SMF may be re-selected by the AMF or by the previously selected SMF.
The SMF selection function in the AMF shall utilize the Network Repository Function to discover the SMF instance(s) unless SMF information is available by other means, e.g. locally configured on AMF. The NRF provides the IP address or the FQDN of SMF instance(s) to the AMF.

Editor's note:
Further detailing of the cases where SMF selection is not using NRF is FFS.

Editor's note:
Whether the Network repository function (NRF) is an enhancement of DNS server will be determined by CT WGs. A proper reference will be added once this is available in stage 3.

The SMF selection function in AMF is applicable to both 3GPP access and non-3GPP access.

The following factors may be considered during the SMF selection by the AMF:

-
Selected Data Network Name (DNN).

-
S-NSSAI.

-
Subscription information from UDM, e.g. whether local breakout may apply to the session.

-
Local operator policies.
-
Load conditions of the candidate SMFs.
Editor's note:
It is FFS what other information may be considered for SMF selection. It is also FFS what parts of S-NSSAI is considered, e.g. whether both SST and ST is used or only SST.

If there is an existing PDU Session for a UE to the same DNN and S-NSSAI used to derive the SMF, the same SMF may be selected.

Editor's note:
It is FFS if there are conditions under which the same SMF need to be selected for PDU Session to the same DNN and slice.

In the home-routed roaming case, the SMF selection function selects an SMF in VPLMN as well as an SMF in HPLMN.

If the UDM provides a DN subscription context that allows for handling the PDU Session in the visited PLMN (i.e. using LBO) for this DNN and, optionally, the AMF is configured to know that the visited VPLMN has a suitable roaming agreement with the HPLMN of the UE, the SMF selection function selects an SMF from the visited PLMN. If an SMF in VPLMN cannot be derived for the DNN and network slice, or if the subscription does not allow for handling the PDU Session in visited PLMN using LBO, then both a SMF in VPLMN and SMF in HPLMN are selected, and the DNN is used to derive an SMF identity from the HPLMN.
Editor's note:
Impact on SMF selection for handovers between 3GPP and non-3GPP access is FFS

Editor's note:
Impact on SMF selection due to interworking with EPC is FFS

If the initially selected SMF in VPLMN detects it does not understand information in the UE request that may be needed to handle the PDU session establishment, it may reject the N11 message (with PDU session establishment request) with a proper N11 cause triggering the AMF to select both a new SMF in VPLMN and a SMF in HPLMN.
If the initially selected SMF detects it cannot support the PDU session with the requested SM parameters (e.g. PDU session type), it may reselect a new SMF to manage the PDU session and forward the N11 request to the newly selected SMF with an indication that SMF re-selection has already been carried out. The initially selected SMF remains out of the path of the control of the PDU session as the newly selected SMF directly interacts with the AMF.
* * * * Start of 2nd Change * * * * 
5.6 Session Management
5.6.3
Roaming

In case of roaming the 5GC supports following possible deployments scenarios for a PDU session:

-
"Local Break Out" (LBO) where the SMF and all UPF(s) involved by the PDU session are under control of the VPLMN.

-
"Home Routed" (HR) where the PDU session is supported by a SMF function under control of the HPLMN, by a SMF function under control of the VPLMN, by at least one UPF under control of the HPLMN and by at least one UPF under control of the VPLMN. In this case the SMF in HPLMN selects the UPF(s) in the HPLMN and the SMF in VPLMN selects the UPF(s) in the VPLMN. This is further described in clause 6.3.
NOTE1:
The use of an UPF in the VPLMN e.g. enables VPLMN charging, VPLMN LI and minimizes the impact on the HPLMN of the UE mobility within the VPLMN (e.g. for scenarios where SSC mode 1 applies).
Different simultaneous PDU sessions of an UE may use different modes: Home Routed and LBO. The HPLMN shall be able to control (via subscription data) per DNN whether a PDU session is to be set-up in HR or in LBO mode.
In case of PDU sessions per Home Routed deployment,

-
NAS SM terminates in the SMF in VPLMN

-
The SMF in VPLMN forwards to the SMF in the HPLMN SM related information.

-
The SMF in the HPLMN receives the permanent user identity of the UE from the SMF in the VPLMN during the PDU session establishment procedure.

-
The SMF in HPLMN is responsible to check the UE request with regards to the user subscription and to possibly reject the UE request in case of mismatch. The SMF in HPLMN obtains subscription data directly from the UDM.

-
The SMF in HPLMN is able to control whether the VPLMN is allowed to route traffic locally. The SMF in VPLMN may activate mechanisms of local offload described in clause 5.6.4 only if it has explicitly received the corresponding authorization from the SMF in HPLMN.

-
The SMF in VPLMN may, when local traffic offloading is allowed by the SMF in HPLMN for the PDU session, generate related SM signalling towards the UE.

-
The SMF in HPLMN may send QoS requirements associated with a PDU session to the SMF in VPLMN. This may happen at PDU session activation and later on while the PDU session is already established. The interface between SMF in HPLMN and SMF in VPLMN is also able to carry (N9) User Plane forwarding information exchanged between SMF in HPLMN and SMF in VPLMN. The SMF in the VPLMN may check QoS requests from the SMF in HPLMN with respect to roaming agreements.

Information within NAS SM messages is split up between information that any SMF needs to understand and information that an SMF in VPLMN serving a PDU session in HR mode is not meant to understand but to relay transparently to the SMF in HPLMN.

NOTE2:
The UE does not know whether the SMF in VPLMN can understand some information or not, and whether a PDU session will be in HR or LBO. The UE simply provides the two sets of information separately, then whether the SMF in VPLMN can process them or not depends on the SMF, not on the UE.

In home routed roaming case, the AMF selects a SMF in the VPLMN and a SMF in the HPLMN, and provides the identity of the selected SMF in the HPLMN to the selected SMF in the VPLMN. 

In roaming with local break out, the AMF selects a SMF in the VPLMN. Even if LBO is allowed for a PDU session, the SMF in VPLMN may detects it is not able to understand information in the UE request that may be needed in order to handle the PDU session establishment. In this case, when handling a PDU session establishment request, the SMF in VPLMN may reject N11 message (with PDU session establishment request) with proper N11 cause, triggering the AMF to select both a new SMF in VPLMN and a SMF in HPLMN.
* * * * End of Changes * * * *
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